CURRICULUM M.Sc. CYBER SECURITY

myStudies, 120 ECTS Credits
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Module Course Code Course Type of Exam 0 . A
Corporate Governance of T, Compliance, and Law DLMIGCROL01L_E Corporate Governance of T, Compliance, and Law s Exam " rocasorvoy Hester
your Elective B courses.
Advanced Mathematics DLMDSAMOL Advanced athematics s Exam
Cyber Security and Data Protection DLNCSITSDPOL Cyber Security and Data Protection s Oral Assgnment
Advanced Research Methods oL Advanced Research Methods s Written Assessment: Wrtten Assignment.
Cyber Risk Assessment and Management DLNCSECRAMOL_E Cyber Risk Assessment and Management s Exam
T Systems: Software DLMIMITSSO1_E T Systems: Software s Exam
T Systems: Hardware DLMIMITSHOL_E T Systems: Hardware s Exam
Cyber Systems and Network Forensics DLNCSECSNFOLE Cyber Systems and Network Forensics s Exam
Theoretical Computer Slence for T Sec DLNCSETCSITSO1_E Theoretical Computer ScienceforIT Security s Exam
Seminar: Advanced Cyber Security” DLNCSEAITSCOL Seminar: Advanced Cyber Security® s Written Assessment: Research Essay
Seminar: Standards and Frameworks DLMIMSSFO1_E Seminar: Standards and Frameworks s Written Assessment: Research Essay
Project: Current Challenges of Cyber Security* DLMCSEPCCCS01_E Project: Current Challenges of yber Security” s Written Assessment: roject Report
Cryptology” DLNCSEAITSCO2 Cryptology” s Oral Assgnment
Secure Networking® DLMCSEESNO1_E Secure Networking s Exam
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